What’s New in Intel® Setup and Configuration Service (Intel®SCS) Version 7.1

Changes and Improvements

To prevent problems caused by inconsistent behavior of
different Certification Authorities (CAs), changes were made to
how you define Common Names in certificates generated by
the CAs.

No matter which method you use to configure a system, the
network settings (IP and FQDN settings) of the device are now
defined in the profile.

Upgrade and Migration

You can now use the InstallShield Wizard to upgrade the RCS
component from Intel SCS 7.0 to Intel SCS 7.1.

A new utility was added that enables you to convert XML
profiles created using Intel SCS 7.0 to the format used by
Intel SCS 7.1.

You can now use the migration utility to migrate data from
Intel SCS 5.x, 6.x, and Intel SCS Lite to Intel SCS 7.1.

New Security Related options

You can now install and run the RCS component under the
built-in Windows security account named “Network Security”.

You can now define that the Configurator will use the RCS to
get necessary data from the Certification Authority and the
Active Directory during host-based configuration.

The Configurator can now use the credentials of a Domain
user to connect to an Active Directory, even when configuring
systems in a Workgroup.

Legacy and Backward Compatibility

The Intel SCS now supports Intel AMT 6.2 (Intel AMT 6.2
supports host-based configuration).

You can now use the GUI to import PSK keys from a file
supplied by a manufacturer.

New static IP parameters were added to the CreatePSK
command. You can use these parameters to configure IP
settings as part of the one touch configuration method.



