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Safety and regulatory information

0 NOTE
The service procedures are designed to help you isolate problems. They are written with the

assumption that you have model-specific training on all computers, or that you are familiar with the
computers, functions, terminology, and service information provided in this manual.

Important Safety Instructions

Read all caution and safety statements in this document before performing any of the
instructions. See Intel Server Boards and Server Chassis Safety Information on the
Resource CD and/or at http:\\support.intel.com.

Wichtige Sicherheitshinweise

Lesen Sie zunéchst simtliche Warn- und Sicherheitshinweise in diesem Dokument, bevor
Sie eine der Anweisungen ausfiihren. Beachten Sie hierzu auch die Sicherheitshinweise
zu Intel-Serverplatinen und -Servergehdusen auf der Ressourcen-CD oder unter
http:\\support.intel.com.

BEZERT

TEPATAEATHR A 201, T P S A SO P A v = S 0 A 22475 B . 22 DIl Resource
CD C#EIFIeEL)  Fl/af http:\\support.intel.com I [¥] Intel Server Boards and Server
Chassis Safety Information ( {Intel k55 #% F MRS WS FWIAM L 2EED) O

Consignes de sécurité

Lisez attention toutes les consignes de sécurité et les mises en garde indiquées dans ce
document avant de suivre toute instruction. Consultez Intel Server Boards and Server
Chassis Safety Information sur le CD Resource CD ou bien rendez-vous sur le site
http:\\support.intel.com.

Instrucciones de seguridad importantes

Lea todas las declaraciones de seguridad y precaucion de este documento antes de
realizar cualquiera de las instrucciones. Vea Intel Server Boards and Server Chassis
Safety Information en el CD Resource y/o en http:\\support.intel.com.




General Safety

Follow these rules to ensure general safety:

Observe good housekeeping in the area of the machines during and after maintenance.
When lifting any heavy object:

1. Ensureyou can stand safely without dlipping.

2. Distribute the weight of the object equally between your feet.

3. Useasdow lifting force. Never move suddenly, or twist,when you attempt to lift.
4

Lift by standing or by pushing up with you leg muscles; this action removes the strain from the
muscles in your back. Do not attempt to lift any object that weighs more than 16 kg (35lb) or any
object that you think istoo heavy for you.

Do not perform any action that causes hazards to the customer, or makes the equipment unsafe.

Before you start the machine, ensure that other service representatives and the customer’s personnel are
not in a hazardous position.

Place removed covers and other partsin asafe place, away from all personnel, while you are servicing the
machine.

Keep your tool case away from walk areas so that other people will not trip over it.

Do not wear loose clothing that can be trapped in the moving parts of a machine. Ensure that your sleeves
are fastened or rolled up above your elbows. If your hair islong, fasten it.

Insert the ends of your necktie or scarf inside clothing, or fasten it with a nonconductive clip,
approximately 8 centimeters (3 inches) from the end.

Do not wear jewelry, chains, metal-frame eyeglasses, or metal fasteners for your clothing. Remember:
Metal objects are good electrical conductors.

Wear safety glasses when you are: hammering, drilling soldering, cutting wire, attaching springs, using
solvents, or working in any other conditions that might be hazardous to your eyes.

After service, reinstall all safety shields, guards, labels, and ground wires. Replace any safety device that
isworn or defective.

Reinstall al covers correctly before returning the machine to the customer.

Electrical Safety
&% CAUTION:

Vi

Electrical current from power, telephone, and communication cables can be hazar dous. To
avoid personal injury or equipment damage, disconnect the server system power cords,
telecommunication systems, networ ks, and modems before you open the server covers, unless
instructed otherwise in theinstallation and configuration procedures.

Important:

Observe the following rules when working on electrical equipment.

L]

Use only approved tools and test equipment. Some hand tools have handles covered with a soft material
that does not protect you when working with live electrical currents.

Many customers have rubber floor mats (near their equipment) that contain small conductive fibers to
decrease electrostatic discharges. Do not use thistype of mat to protect yourself from electrical shock.

Find the emergency power-off (EPO) switch, disconnect switch, or electrical outlet in the room. If an
electrical accident occurs, you can quickly turn off the switch or unplug the power cord.

Do not work alone under hazardous conditions, or near equipment that has hazardous voltages.
Disconnect all power before:
— Performing a mechanical inspection
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— Working near power supplies
— Removing or installing main units

Before you start to work on the machine, unplug the power cord. If you cannot unplug it, ask the customer
to power-off the wall box (that supplies power to the machine) and to lock the wall box in the off position.

If you need to work on a machine that has exposed electrical circuits, observe the following precautions:

— Ensure that another person, familiar with the power-off controls, is near you. Remember: another
person must be there to switch off the power, if necessary.

— Useonly one hand when working with powered-on electrical equipment; keep the other hand in your
pocket or behind your back.

— Remember: There must be a complete circuit to cause electrical shock. By observing the above rule,
you may prevent a current from passing through your body.

When using testers, set controls correctly and use the approved probe leads and accessories for that tester.

Stand on suitable rubber mats (obtained locally, if necessary) to insulate you from grounds such as metal
floor strips and machine frames.

Observe the special safety precautions when you work with very high voltages; these instructions arein
the safety sections of the maintenance information. Use extreme care when measuring high voltages.

Regularly inspect and maintain your electrical hand tools for safe operational condition.
Do not use worn or broken tools and testers.
Never assume that power has been disconnected from a circuit. First, check that it has been powered-off.

Alwayslook carefully for possible hazards in your work area. Examples of these hazards are moist floors,
nongrounded power extension cables, power surges, and missing safety grounds.

Do not touch live electrical circuits with the reflective surface of a plastic dental inspection mirror. The
surface is conductive; such touching can cause personal injury and machine damage.

When the power is on and power supply units, blowers and fans are removed from their normal operating
position in a machine, do not attempt to service the units. This practice ensures correct grounding of the
units.

If an electrical accident occurs, use caution:
— Switch power off
— Send another person to get help/medical aid

Handling electrostatic discharge-sensitive devices

Any computer part containing transistors or integrated circuits (IC) should be considered sensitive to
electrostatic discharge (ESD). ESD damage can occur when there is a difference in charge between objects.
Protect against ESD damage by equalizing the charge so that the server, the part, the work mat, and the person
handling the part are al at the same charge.

[ NOTE

Vii

Use product-specific ESD procedures when they exceed the requirements noted here.

Make sure that the ESD-protective devices you use have been certified (1SO 9000) as fully effective.

When handling ESD-sensitive parts:

Keep the parts in protective packages until they are inserted into the product.
Avoid contact with other people.
Wear agrounded wrist strap against your skin to eliminate static on your body.

Prevent the part from touching your clothing. Most clothing isinsulative and retains a charge even when
you are wearing awrist strap.

Use the black side of a grounded work mat to provide a static-free work surface. The mat is especially
useful when handling ESD-sensitive devices.



viii

Select agrounding system, such asthose in the following list, to provide protection that meets the specific
service reguirement.

— Attach the ESD ground clip to any frame ground, ground braid, or green-wire ground.

— Usean ESD common ground or reference point when working on a double-insulated or battery-
operated system. You can use coax or connector-outside shells on these systems.

— Usethe round ground-prong of the AC plug on AC-operated computers.

0 NOTE
The use of agrounding system is desirable but not required to protect against ESD damage.

VAANL AN

DANGER

Electrical current from power, telephone and communication cables is hazardous.

To avoid a shock hazard:

Do not connect or disconnect any cables or perform installation, maintenance, or reconfiguration
of this product during an electrical storm.

Connect all power cords to a properly wired and grounded electrical outlet.

Connect to properly wired outlets any equipment that will be attached to this product.
When possible, use one hand only to connect or disconnect signal cables.

Never turn on any equipment when there is evidence of fire, water, or structural damage.

Disconnect the attached power cords, telecommunications systems, networks, and modems
before you open the device covers, unless instructed otherwise in the installation and
configuration procedures.

Connect and disconnect cables as described in the following table when installing, moving, or
opening covers on this product or attached devices.

To Connect To Disconnect

ahrwde

Turn everything OFF.

First, attach all cables to devices.
Attach signal cables to connectors.
Attach power cords to outlet.

Turn device ON.

Turn everything OFF.

First, remove power cords from outlet.
Remove signal cables from connectors.
Remove all cables from devices.

PN pE
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B® CAUTION:

If your system has a module containing a lithium battery, replace it only with the same or an
equivalent type battery recommended by the manufacturer. If your system has a module
containing a lithium battery, replace it only with the same module type made by the same
manufacturer. The battery contains lithium and can explode if not properly used, handled, or
disposed of.

Do not:

e Throw or immerse into water

e Heat to more than 100xC (212xF)
* Repair or disassemble

Dispose of the battery as required by local ordinances or regulations.

AN

&& CAUTION:
When laser products (such as CD-ROMs, DVD-ROM drives, fiber optic devices, or

transmitters) are installed, note the following:

* Do not remove the covers. Removing the covers of the laser product could result in exposure to
hazardous laser radiation. There are no serviceable parts inside the device.

* Use of controls or adjustments or performance of procedures other than those specified herein
might result in hazardous radiation exposure.

AN

DANGER
Some laser products contain an embedded Class 3A or Class 3B laser diode. Note the following:

Laser radiation when open. Do not stare into the beam, do not view directly with optical instruments,
and avoid direct exposure to the beam.



X

®@ @@

>18 kg (37 Ibs) >32 kg (70.5 Ibs) >55 kg (121.2 Ibs)
&% CAUTION:

Use safe practices when lifting.

AN o

B® CAUTION:

The power control button on the device and the power switch on the power supply do not
turn off the electrical current supplied to the device. The device also might have more than
one power cord. To remove all electrical current from the device, ensure that all power cords
are disconnected from the power source.

VAN N

2 (@) mp —mmm—
1 [F) mp —mm—

CAUTION:

Do not place any object weighing more than 82 kg (180 Ibs.) on top of rack-mounted devices.

AN Ao

B® CAUTION:

Do not place any object weighing more then 82 kg (180Ibs.) on top of rack-mounted devices.
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B® CAUTION:

To avoid personal injury, before lifting the unit, remove all the blades to reduce the weight.

VAL AN

B® CAUTION:

Hazardous energy is present when the blade is connected to the power source. Always
replace the blade cover before installing the blade.

Regulatory specifications and disclaimers

Xi

Safety compliance:

USA: UL 60950 - 3rd Edition/CSA 22.2. No. 60950

Canada: cUL certified - 3rd Edition/CSA 22.2. No. 60950- for
Canada (product bears the single cUL mark for U.S.
and Canada)

Europe: Low Voltage Directive, 73/23/EEC

TUV/GS to EN60950 2nd Edition with Amendments,
Al = A2+A3+A4

International: UL/CB to IEC 60950 3rd Edition
UL/CB - EN60 950 3rd Edition

UL/CB - EMKO-TSE (74-SEC) 207/94

Australia/New Zealand: CB Report to IEC 60950, 3rd Edition plus
international deviations

Electromagnetic compatibility (ECM)

USA: FCC CFR 47 Part 2 and 15, Verified Class A Limit

Canada: IC ICES-003 Class A Limit




Europe: EMC Directive, 89/336/EEC

EN55022, Class A Limit, Radiated & Conducted Emissions

EN55024 ITE Specific Immunity Standard

EN61000-4-2 ESD Immunity (Level 2 Contact Discharge, Level 3 Air Discharge)
EN61000-4-3 Radiated Immunity (Level 2)

EN61000-4-4 Electrical Fast Transient (Level 2)

EN61000-4-5 AC Surge

EN61000-4-6 Conducted RF

EN61000-4-8 Power Frequency Magnetic Fields

EN61000-4-11 Voltage Dips and Interrupts
EN6100-3-3 Voltage Flicker

Japan: VCCI Class A ITE (CISPR 22, Class A Limit)
IEC 1000-3-2 Limit for Harmonic Current Emissions
Australia/New AS/NZS 3548, Class A Limit
Zealand:
Taiwan: BSMI Approval
Korea: RRL Approval
Russia: GOST Approval
International: CISPR 22, Class A Limit

Electromagnetic compatibility notices (USA)

Xii

This equipment has been tested and found to comply with the limits for a Class A digita device, pursuant to
Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference when the equipment is operated in a commercial environment. This equipment generates, uses
and can radiate radio frequency energy and if not installed and used in accordance with the instruction manual,
may cause harmful interference to radio communications. Operation of this equipment in aresidential areais
likely to cause harmful interference in which case the user will be required to correct the interference at his’her
own expense.

0 NOTE
Class A devicedefinition: If aClass A deviceisinstalled within the is system, then the systemisto be

considered aClass A system. In this configuration, operation of thisequipment in aresidential areais
likely to cause harmful interference.

0 NOTE
This product isintended to be installed with CAT5 cable, or equivalent, to minimize electrical
interference.
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Electromagnetic compatibility notices (International)

Europe (CE Declaration of Conformity): This product has been tested in accordance to, and complies with
the Low Voltage Directive (73/23/EEC) and EMC Directive (89/336/EEC). The product has been marked with
the CE Mark to illustrate its compliance.

Japan EM C Compaitibility:

ZOEEIT. HRUEEBEHEEEOIAHGES (VCCI) XX
RS 5Z ABBREREETT, CORBEFRERETERTILBHE
hEESERITIENSDITT, COBSIIIMEAENEY LR E#RT
DEIERSNBIENHBNET.

English trandation of the notice above: ThisisaClass A product based on the standard of the Voluntary
Control Council for Interference by Information Technology Equipment (VCCI). If thisequipmentisusedin
a domestic environment, radio disturbance may arise. When such trouble occurs, the user may be required to
take corrective actions.

ICES-003 (Canada): Cet appareil numérique respecte les limites bruits radioél ectriques applicables aux
appareils numériques de Classe A prescrites dans lanorme sur le matériel brouilleur: "Appareils
Numériques', NMB-003 édictée par le Ministre Canadian des Communications.

English trandation of the notice above: Thisdigital apparatus does not exceed the Class A limits for radio
noise emissions from digital apparatus set out in the interference-causing equipment standard entitled "Digital
Apparatus," | CES-003 of the Canadian Department of Communications.

BSMI (Taiwan): The BSMI Certification number and the following warning is located on the product safety
label which islocated visibly on the external chassis.

B fERE:
EALZFHAEEHRESL  AFLSBHE PEREE
THEFERHETE REHERLT  EREe
HEFFERLLBENY % -

Xiii
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RRL Korea:

- 0l J0le YRBOE IR Hers=EE 8 JIJl02U
Az oo | BUX EE ABXE 0 I® FASAD B0 @
A= oF FREN Tk PASAS MOEs HISOZ D
SHAIDI BEBILICE. |
N o JJIE JHEEOR FRL NESEs & JIIIZA
= EAXNAUNAE B2 2= NANA AIBY & YSUCH
% HIT | B

AZ 171 : U9B FEEAIDIE LB
B2 JI2l : MW HEBAIIIE WECH

English trandation of the notice above:

Device

User’s Information

Class A device This device complies with RRL EMC and is operated

in commercial environment so that distributors or
users pay attention to this point.

If the product is sold or purchased improperly, please
exchange this product to what can be used at home.

Class B device This device complies with RRL EMC and is operated

in a residential area so that it can be used at all other
location as well as residential area.

note: Class A device: operated in a commercial area. Class B device: operated in a residential area.
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1 Introduction

The Intel® Blade Server Chassis SBCE Management Module Command-Line I nterface provides direct access

to the Intel® Blade Server Chassis SBCE management functions as an alternative to using the Web-based user
interface.

The command-line interface also provides access to the text-console command prompt on each blade server
through a serial over LAN (SOL) connection. See the Intel® Blade Server Chassis SBCE: Serial Over LAN
Setup Guide for information about SOL and setup instructions.

You access the Management Module Command-Line Interface by establishing a Telnet connection to the IP
address of the management module or through a Secure Shell (SSH) connection. You can initiate connections
from the client computer using standard remote communication software; no specia programs are required.
Users are authenticated by the management module before they can issue commands. You enter commands
one at atime; however, you can use command scripting to enter multiple commands. The interface does not
support keyboard shortcuts, except for the specia key sequence (pressing “Esc” then “(”) that terminates an
SOL session.

Contact your Intel Support Representative for the most recent versions of all Intel® Blade Server Chassis
SBCE documentation.

Before you begin

The Intel® Blade Server Chassis SBCE must be correctly configured before you can use the management-
module command-line interface. Hardware and software required for the command-line interface are as

follows:

Hardware:
No specia hardware is required to use the management-module command-line interface.
To use the SOL feature, an Ethernet 1/0 module that supports SOL must beinstalled in I/O-
module bay 1. You can use the console command to control a blade server through SOL only
on blade server types that support SOL functionality and have an integrated system
management processor firmware level of version 1.00 or later. See the Intel® Blade Server
Chassis SBCE: Serial Over LAN Setup Guide for information.

Firmware:

Make sure you are using the latest versions of device drivers, firmware, and BIOS for your
blade server, management module, and other SBCE components. Contact your Intel Support
Representative for the latest information on upgrading device drivers, firmware, and BIOS.
The latest instructions are in the documentation that comes with the updates.

The Management Module Command-Line Interface is supported by management module
firmware level version 1.08 or later. The SOL feature has additional firmware requirements.

See the Intel® Blade Server Chassis SBCE: Serial Over LAN Setup Guide for information.
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2 Using the command-line interface

The Management M odule Command-Line I nterface provides a convenient method for entering commands that
manage and monitor server chassis components. This chapter contains the following information about using
the command-line interface:

¢ “Command-lineinterface guidelines’ on page 3
e “Starting the command-line interface” on page 8
e “Starting an SOL session” on page 9
e “Ending an SOL session” on page 9

See Chapter 3, “Command reference,” on page 11 for detailed information about commands that are used to
monitor and control server chassis components. Command-line interface error messages are in Chapter 4,

“Error messages,” on page 61. See the Intel® Blade Server Chassis SBCE: Serial Over LAN Setup Guide for
SOL setup instructions and the documentation for your operating system for information about commands you
can enter through an SOL connection.

Command-line interface guidelines

All commands have the following basic structure:

conmand -option paraneter

Some commands do not require options and some command options do not require parameters. You can add
multiple options to acommand on one line to avoid repeating the same command. Options that display avalue

and options that set a value must not be used together in the same command. Some examples of valid
command option syntax are:

e command

e command -option

e command -option parameter

e command -optionl_view -option2_view

e command -optionl_set parameter -option2_set parameter
For example, t el netcfg -t 360.

Theinformation for each option is returned in the order in which it was entered and is displayed on separate
lines.
Observe the following general guidelines when using the command-line interface:
» Case sengitivity
All commands, command options, and pre-defined command option parameters are case sensitive.

If youreceiveaConmand not found error, make sure that you are typing the commandsin the
correct case; they are case sensitive. For alist of valid commands, type hel p or ?.

« Datatypes

The ip_address data type uses a predefined formatted string of XXx. XXX. XXX. XXX, whereXxx isa
number from O to 255



« Delimiters
— Options are delimited with a minus sign.

— Inacommand that requires parameters, a single space is expected between the option and the
parameter. Any additional spaces are ignored.

»  Output format
— Failed commands generate failure messages.
— Successful commands are indicated by the message OK, or by the display of command resullts.
« Strings
— Strings containing spaces should be enclosed in quotation marks, such asinsnnp -cn "John B.
Doe" .
— String parameters can be mixed case.

« Thehel p command lists all commands and brief description of each command. You can aso
issue the help command by typing ?. Adding the - h parameter to any command displays its syntax.

¢ You can usethe up arrow and down arrow keysin the command-lineinterface to access previously entered
commands.

Selecting the command target

You can use the command-line interface to target commands to the management module or to other devices
installed in the SBCE unit. The command line prompt indicates the persistent command environment; the
environment where commands are entered unless otherwise redirected. When a command-line interface
session is started, the persistent command environment is “ system”; this indicates that commands are being
directed to the SBCE unit. Command targets are specified hierarchically, as shown in the following

illustration.
Intel® Server
Chassis SBCE unit
system
Management Blade server 1/0 module Power Media tray Blower
module (switch module) module
mm{[x] blade[x] switch[x] power([x] mt blower[x]
where x = 1to 2 || where x =1 to 14|| where x=1t0 4 [[where x=1t04 where x =1 to 2
Integrated system I/0 expansion |[Microprocessor Stor_age )
management processor card expansion unit
(service processor) dtr[x] B cpulx] B be TP0068Y
sp where x =1ton || where x=1ton

You can change the persistent command environment for the remainder of a command-line interface session
by using the env command (see “env (environment) commands’ on page 12). When you list the target as a
command attribute using the - T option, you change the target environment for the command that you are

entering, temporarily overriding the persistent command environment. Target environments can be specified
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using the full path name, or using a partial path name based on the persistent command environment. Full path
names always begin with “system”. The levelsin a path name are divided using acolon “:”.

For example:
* Usethe-T system mmi 1] option to redirect acommand to the management module in bay 1.

* Usethe-T system switch[ 1] option to redirect acommand to the I/O (switch) modulein I/O
(switch) module bay 1.

* Usethe-T system bl ade[ 3] : sp option to redirect acommand to the integrated system
management processor (service processor) when the persistant command environment is set to the blade
server in blade bay 3.

Most management module commands must be directed to the primary management module. If only one
management module isinstalled in the SBCE unit it will always act as the primary management module and
attempting to direct a management module command elsewhere will result in an error. When redundant
management modules are installed in a SBCE unit, if acommand is directed to the standby management
module, an error message displays. Either management module can function as the primary management
module; however, only one management module can be primary at one time. You can determine which
management module is acting as the primary management module usingthel i st command (see“list
(system physical configuration) command” on page 16).

Command authority

Some commands in the command-line interface can only be successfully executed by users that are assigned a
required level of authority. Commands that display information do not require any special command authority.
Userswith “Supervisor” command authority can successfully execute all commands.

The following table shows command-line interface commands and their required authority levels. To use the
table, observe the following guidelines:

e Thecommands listed in this table only apply to the command variants that set values or cause an action:
display variants of the commands do not require any special command authority.

¢ When only one command authority at atime is required to execute a command, thisisindicated by a "
entry in atable row.

¢ When acommand has several rows associated with it, each row indicates one of the valid user command
authorities needed to successfully execute the command. For example, thecl ear | og command is
available to users with the “ Supervisor” command authority or to users with the “Ability to Clear Event
Logs’ command authority.

¢ When acombination of two or more command authorities at atimeisrequired to execute acommand, this
isindicated by multiple "0" entriesin atable row. The user must be assigned both of these command
authorities to successfully execute the command. For example, one available authority combination for
theboot - ¢ command isthe“Blade Server remote Control Access’ command authority and the “Blade
and 1/0 Module Power/Restart Access’ command authority.



Table 1. Command authority relationships

Authority
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SS900Y 810SU0D
al0WBY JBAIS ape|g

Josinlzadns

Command

boot

boot -c

clear -config

clearlog

console

dns

ifconfig

power

power -c

reset

(blade server or ISMP)
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Starting the command-line interface

Access the Management Module Command-Line Interface from a client computer by establishing a Telnet
connection to the | P address of the management module or by establishing a Secure Shell (SSH) connection.
You can establish up to 20 separate Telnet or SSH sessions to the SBCE management module, giving you the
ability to have 20 command-line interface sessions active at the same time.

Although a remote network administrator can access the Management Module Command-Line Interface
through Telnet, this method does not provide a secure connection. As a secure aternative to using Telnet to
access the command-line interface, SSH ensures that al datathat is sent over the network is encrypted and
secure.

The following SSH clients are available. While some SSH clients have been tested, support or non-support of
any particular SSH client is not implied.

e The SSH clients are distributed with operating systems such as Linux (see your operating-system
documentation for more information).

»  The SSH client of cygwin (see http://www.cygwin.com for information)
»  Putty (see http://www.chiark.greenend.org.uk/~sgatham/putty for information)

The following table shows the types of encryption algorithms that are supported, based on the client software
version that is being used.

Algorithm

SSH version 1.5 clients

SSH version 2.0 clients

Public key exchange

SSH 1-key exchange algorithm

Diffie-Hellman-group 1-sha-1

Host key type

RSA (1024-bit)

DSA (1024-bit)

Bulk cipher algorithms

3-des

3-des-chc or blowfish-cbc

MAC algorithms

32-bit crc

Hmac-shal

Telnet connection

To log on to the management module using Telnet, complete the following steps:

1. Open acommand-line window on the network-management workstation, typet el net
192. 168. 70. 125 and press Enter. The |P address, 192.168.70.125, is the default | P address
of the management module; if anew I P address has been assigned to the management module,
use that one instead.

A command-prompt window opens.

2. At thelogin prompt, type the management-module user ID. At the password prompt, type the
management-module password. The user ID and password are case sensitive and are the same as those
that are used for management-module Web access.

A command prompt is displayed. You can now enter commands for the management module.
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Secure Shell (SSH) connection

To log on to the management module using SSH, complete the following steps:

1. Make sure that the SSH service on the network-management workstation is enabled. See your operating-
system documentation for instructions.

2. Make sure that the SSH service on the SBCE management module is enabled. See the Intel®Server
Management Module SBCECMM: Installation and User’s Guide for instructions.

3. Start a SSH session to the management module using the SSH client of your choice. For example, if you
are using the cygwin client, open a command-line window on the network-management workstation, type
ssh 192. 168. 70. 125 and press Enter. The IP address, 192.168.70.125, is the default 1P
address of the management module; if a new I P address has been assigned to the management
module, use that one instead.

A command prompt window opens.

4. Type the management-module user ID when prompted. At the password prompt, type the management-
module password. The user ID and password are case sensitive and are the same as those that are used for
management-module Web access.

A command prompt is displayed. You can now enter commands for the management module.

Starting an SOL session

Serial over LAN (SOL) must be enabled for both the SBCE unit and the blade server before you can start an

SOL session with the blade server. See “sol (serial over LAN) commands’ on page 42 and the Intel®Blade
Server Chassis SBCE: Serial Over LAN Setup Guide for information about setting up and enabling SOL.

After you start a Telnet or SSL session to the SBCE management module, you can start an SOL session to any
individual blade server that supports SOL using the consol e command. Since you can start up to 20 separate
Telnet or SSL sessions to the SBCE management module, this gives you the ability to have simultaneous SOL
sessions active for each blade server installed in the SBCE unit.

Usethe consol e command from the command line, indicating the target blade server. For example, to start
an SOL connection to the blade server in blade bay 14, type

consol e -T system bl ade[ 14]
A blade server that occupies more than one blade bay isidentified by the lowest bay humber that it occupies.

Once an SOL session is started, all commands are sent to the blade server specified by theconsol e
command until the SOL session is ended, regardless of the persistent command target that wasin effect before
the SOL session.

See“sol (serial over LAN) commands’ on page 42 and the Intel®Blade Server Chassis SBCE: Serial Over
LAN Setup Guide for information about configuring a blade server for SOL. See your operating-system
documentation for information about SOL commands that you can enter using the command-line interface.

Ending an SOL session

To end an SOL session, press Esc then (. The command-line interface will return to the persistent command
target that was in effect before the SOL session.

When the SOL session ends, the command-line interface will return to the persistant command target that was
in effect before the SOL session. If you want to end the Telnet or SSH command-line session, typeexi t .

0 NOTE
Exiting a SOL session does not stop the flow of serial data.
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3 Command reference

This section contains command function and usage information and examples. It is divided into the following
subsections:

e “Built-in commands’ on page 12
— env (environment) commands
— help command
— history command
— list (system physical configuration) command
e “Configuration commands’ on page 17
— clear command
— dhcpinfo command
— dns command
— ifconfig command
— smtp command
— snmp command
— ol (seria over LAN) commands
— telnetcfg (Telnet configuration) command
e “Event-log commands’ on page 49
— clearlog command
— displaylog command
e “Power-control commands’ on page 51
— boot command
— power command
— reset command
e “Session commands’ on page 58
— console command
— e&xit command

Adding the - h, - hel p, or ? option to acommand displays syntax help for that command. For example, to
display help for the environment command, type one of the following commands:

e env -h
e« env -help
e env ?

You can target a command to a device other than the one that is set as the default by adding the - T optionto a
command. See “ Selecting the command target” on page 4 for information.
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Built-in commands

Use these commands to perform top-level functions within the command line interface:

e env (environment) commands

¢ help command
e history command

e list (system physical configuration) command

env (environment) commands

These commands set the persistent environment for commands that are entered during the remainder of the
current session. The persistent command environment is indicated by the command prompt. When you start
the command-line interface, the persistent command environment is the SBCE unit, denoted as“ system” by
the command prompt. You can target a single command to an environment other than the one that is set as the
default by adding the - T option to the command that includes a valid target destination (see “ Selecting the
command target” on page 4 for information). Target environments can be specified using the full path name, or
using a partial path name based on the persistent command environment. Full path names always begin with
“system”. The levelsin a path name are divided using acolon “:”.

Table 2. Environment commands

target

commands during the current
session.

where x is the bay (1 or
2) that identifies the
primary management
module.

Function What it does Command Valid targets

Set SBCE unit as Sets the SBCE unit as the env Any installed device.
command target persistent target for commands

during the current session. This

is the persistent command

environment you are in at the

beginning of each command-line

interface session, indicated by

the syst en® prompt.
Set management Sets the management moduleas | env -T The env command
module as command | the persistent target for system mmi x] can be directed to

any installed device,
in this case

-T system nmmi x]
where x is the
primary
management
module bay number.

Set blade server as
command target

Sets the specified blade server
as the persistent target for
commands during the current
session.

env -T system:blade]x]

where X is the blade bay
(1 - 14) that identifies the

blade server. A blade
server that occupies

more than one blade bay
is identified by the lowest

bay number that it
occupies.

The env command
can be directed to
any installed device,
in this case

-T

syst em bl ade[ x]
where x is the blade
bay (1 - 14) that
identifies the blade
server.
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Table 2. Environment commands (continued)

Function What it does Command Valid targets
Set blade server Sets the integrated system env -T The env command
integrated system management processor on the system:blade[x]:sp can be directed to
management specified blade server as the . any installed device,
. where x is the blade bay | . * .
processor as persistent target for commands . o in this case
command target during the current session. (1-14) that |dent|f|gs the }
blade server on which T
the integrated system system bl ade[ X]
management processor |- SP
is installed. A bla(_je where x is the blade
server that occupies bay (1 - 14) that
more than one blade bay | igentifies the blade
is identified by thg lowest | server on which the
bay number that it integrated system
occupies. management
processor is
installed.
Set I/0 (switch) Sets the specified I/O (switch) env -T system:switch[x] | The env command
module as command | module as the persistent target . can be directed to
: where x is the 110 . .
target for commands during the current : any installed device,
session. (switch) module bay (1 -, f. "o
4) where the 1/O (switch)
module is installed. -T
system swit ch[ x
]
where x is the I/O
(switch) module bay
(1 - 4) where the I/O
(switch) module is
installed.
Example:

To set the persistent target of commands to the ISM P on the blade server in blade bay 5 while the blade server
is set as the default command target, at the sy st en prompt, type

env -T system bl ade[ 5] : sp
The following exampl e shows the information that is returned:

systent env -T system bl ade[ 5] : sp
(0.4
system bl ade[ 5] : sp>

To set the persistant target of commands to the ISMP on the blade serversin blade bay 5 while the SBCE unit
is set as the default command target, at the system prompt you can also type
env -T system bl ade[ 5] : sp
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help command

This command displays alist of all commands that are available in the command-line interface with a brief
description of each command. You can aso issue the help command by typing ?. Addingan - h, - hel p, or?
option to a command displays syntax help for the command.

Table 3. Help commands

Function What it does Command Valid targets
Help Displays a list of command and a | help Any installed device.
brief description of each - -
?
command. ? Any installed device.
Example:

To display alist of commands while management module 1 is set as the default command target, at the
syst em my 1] > prompt type

hel p

The following example shows the information that is returned:

system mmi 1] > hel p
?

boot

Di spl ay conmand |i st

-- Boot target
clear -- clear the configuration
clearlog -- Clear the event |og
console -- Start SOL session to a bl ade
dhcpinfo -- View DHCP server assigned settings
displaylog -- Display event log entries, 5 at a tinme
dns -- View edit DNS configuration
env -- Set persistent command target
exit -- Log off
help -- Display comand |i st
history -- Display history of |ast 8 comrands
ifconfig -- Viewedit network interface configuration
list -- Display installed targets
power -- Control target power
reset -- Reset target
snmtp -- Viewedit SMIP configuration
snnp -- View edit SNWP configuration
sol -- View SCL status and view edit SOL config.
telnetcfg -- Viewedit telnet configuration

Type "<conmand> -h" to get syntax help for an individual command.
[ ] is used
< > denotes
{ } denotes

| denotes
system mi 1] >

To obtain help about the env command, type one of the following commands:

for indexing (by bay nunber)
a variabl e

optional argunents

choi ce

e env -h
e env -help
. env ?
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history command

This command displays the last eight commands that were entered, allowing the user to choose and re-enter
one of these commands. Users choose the command to re-enter from the displayed list by typing an
exclamation point (!) followed immediately by the numeric designation the command is assigned in the list.
Users can also recall one of the past eight previously entered commands using the up-arrow and down-arrow

keys.

Table 4. History command

Function What it does Command Valid targets
Command history Displays the last eight history Any installed device.
commands that were entered.
Re-enter previous Re-enters a numerically- Ix Any installed device.
command using specified command from the

where x is the number of
the command (0 - 7) to
re-enter from the
command history list.

numeric designation | command history.

Example:
To display alist of thelast eight commands entered while management module 1 is set as the default
command target, at thesyst em mmi 1] > prompt type

hi story

To re-enter the command designated by “2” in the command history, type
12
The following exampl e shows the information that is returned from these two commands:

system mi{ 1] > hi story
dns

dns -on

dns

dns -il1l 192.168.70.29
dns

dns -il1l 192.168.70.29 -on
dns

hi story

systemmi1]> !2

Enabl ed

-i1 192.168.70.29

-i2 0.0.0.0

-i30.0.0.0

system mf 1] >

~NOoO U WNELO
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list (system physical configuration) command

This command displays alist of devices present within the command target. It can be used to determine how
many management modules are installed in the SBCE unit and which management module is set as primary.

Table 5. System physical configuration (list) command

Function What it does Command Valid targets

View command target | Displays the current command list Any installed device.
target. If a management module
bay is the current command
target, it will be identified as
primary or redundant.

View system Displays the tree structure of list -1 depth Any installed device.
configuration tree devices present in the SBCE
unit, starting at the command
target level. If management
module bays are part of the tree,
they will be identified as primary
or redundant. Specifying a depth of “1”
displays the current
command target.
Specifying a depth of “2”
displays the content of
the current command
target.

where depth is “all” or
“a” for full tree display,
starting at the command
target level.

Example:

To display alist of devicesinstalled in the SBCE unit while the SBCE unit is set as the persistent
command environment, at the syst en prompt type

list -1 a

(Thisisthe command syntax that can be used to determine the primary management module.) The following
example shows the information that is returned:

systenr list -1 a
system
m 1] primry

power [ 4]
bl ower [ 1]
bl ower [ 2]
bl ade[ 1]

sp

dtr[ 1]
bl ade[ 5]

sp
bl ade[ 6]

sp
bl ade[ 7]

sp
bl ade[ 8]

sp
bl ade[ 10]

sp
m
syst en>
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Configuration commands

Use these commands to view and configure network settings and Ethernet interfaces:

e clear command

¢ dhepinfo command
e dnscommand

e ifconfig command
e smtp command

e snmp command

e 5ol (serial over LAN) commands
« telnetcfg (Telnet configuration) command

clear command

This command resets the primary management module configuration or an 1/0O (switch) module configuration
to the default settings. The command must always include the - conf i g option.

Table 6. Clear command

Function

What it does

Command

Valid targets

Reset configuration
of primary
management module

Resets the configuration of the
primary management module to
the default settings; then, resets
the management module.

No results are returned from this
command because it resets the
management module.

When you reset the management
module configuration, the
Ethernet configuration method is
set to a value of dthens. After the
management module resets, this
causes the management module
to try the dhcp configuration and
then default to the static IP
configuration., which might cause
the management module to
remain offline for longer than
normal.

clear -config

Required authority level:

e Supervisor

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Reset configuration

of I/O (switch) module

Resets the configuration of the
specified 1/0 (switch) module to
the default settings.

clear -config

Required authority level:

e Supervisor

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T
system swi tch[ x

]

where x is the I/O
(switch) module bay
number.
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Example:
To reset the primary management module configuration to default settings while management module 1 is set
as the persistent command environment, at thesyst em mmf{ 1] > prompt type

clear -config

No results are returned from this command. After the management module resets, you will need to start a new
command-line session.

dhcpinfo command

This command displays the | P configuration that is assigned to the primary management module by the DHCP
server.

The dhcpi nf o command does not apply to ethl, which aways uses a static |P configuration.

Table 7. dhcpinfo commands

Function What it does Command Valid targets

Display Ethernet
channel 0 DHCP
configuration

If the IP configuration for ethO is
assigned by a DHCP server, the
configuration that is assigned by
the DHCP server and DHCP
server information is displayed. If
the IP configuration for ethO is
not assigned by a DHCP server,
an error message is displayed.
Possible configuration values
returned are:

» -server dhcp_ip_address

*  -n hostname

e -iip_address

e -g gateway_ address

e -ssubnet_mask

e -d domainname

e -dnsl primary
_dns_ip_address

e -dns2 secondary
_dns_ip_address

e -dns3 tertiary
_dns_ip_laddress

dhcpinfo -ethO

-T system mmi x]

where x is the
primary
management
module bay number.

Display DHCP server
IP address

If the IP configuration for ethO is
assigned by a DHCP server, the
DHCP server IP address is
displayed; otherwise, an error
message is displayed.

dhcpinfo -eth0 -server

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned host name

If the IP configuration for ethO is
assigned by a DHCP server, the
host name assigned by the
DHCP server is displayed;
otherwise, an error message is
displayed.

dhcpinfo -eth0 -n

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 7. dhcpinfo commands (continued)

Function

What it does

Command

Valid targets

Display Ethernet
channel 0 DHCP
assigned IP address

If the IP configuration for ethO is
assigned by a DHCP server, the
IP address assigned by the
DHCP server is displayed;
otherwise, an error message is
displayed.

dhcpinfo -ethO -i

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned gateway IP
address

If the IP configuration for ethO is
assigned by a DHCP server, the
gateway IP address assigned by
the DHCP server is displayed;
otherwise, an error message is
displayed.

dhcpinfo -eth0 -g

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned subnet
mask

If the IP configuration for ethO is
assigned by a DHCP server, the
subnet mask assigned by the
DHCP server is displayed;
otherwise, an error message is
displayed.

dhcpinfo -eth0 -s

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned domain
name

If the IP configuration for ethO is
assigned by a DHCP server, the
domain name assigned by the
DHCP server is displayed;
otherwise, an error message is
displayed.

dhcpinfo -eth0 -d

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned primary
DNS server IP
address

If the IP configuration for ethO is
assigned by a DHCP server, the
primary DNS server IP address
assigned by the DHCP server is
displayed; otherwise, an error
message is displayed.

dhcpinfo -eth0 -dns1

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned secondary
DNS server IP
address

If the IP configuration for ethO is
assigned by a DHCP server, the
secondary DNS server IP
address assigned by the DHCP
server is displayed; otherwise, an
error message is displayed.

dhcpinfo -eth0 -dns2

-T system mi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 DHCP
assigned tertiary DNS
server IP address

If the IP configuration for ethO is
assigned by a DHCP server, the
tertiary DNS server IP address
assigned by the DHCP server is
displayed; otherwise, an error
message is displayed.

dhcpinfo -eth0 -dns3

-T system nmmi x]

where x is the
primary
management
module bay number.

Example:

To display the DHCP server assigned network settings for Ethernet channel 0 while management
module 1 is set as the persistent command environment, at thesyst em mm{ 1] > prompt type

dhcpi nfo -ethO
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The following exampl e shows the information that is returned:

system mm{ 1] > dhcpi nfo -ethO
-server 192.168.70.29

-n MVD0O096BCA0C80

-i 192.168.70.183

-g 192.168.70. 29

-s 255.255.255.0

-d linux-sp.raleigh.ibmcom
-dnsl 192.168. 70. 29

-dns2 0.0.0.0

-dns3 0.0.0.0

system mf 1] >

dns command

This command configures and displays the management-module DNS settings.

Table 8. dns commands

20

Function What it does Command Valid targets
Display DNS Displays the current DNS dns -T system mmi x]
configuration of configuration gf the management where x is the
management module | module. Possible return values .

primary
are:
management
e enabled module bay number.
» disabled
e -l firstip_address
e -i2 second ip_address
e -3 third ip_address
DNS - enable Enables the management- dns -on -T system mfi x]
module DNS configuration. Required authority level: | where x is the
»  Supervisor primary
«  Network & Security | management
Configuration module bay number.
¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)
DNS - disable Disables the management- dns -off -T system mm x]
module DNS configuration. Required authority level: | where x is the
»  Supervisor primary
«  Network & Security | management
Configuration module bay number.
*  Advanced
Configuration (MM,
1/0 Modules,
Blades)
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Table 8. dns commands (continued)

Function

What it does

Command

Valid targets

DNS first IP address -
display

Displays the first IP address.

dns -il

-T system nmi x]

where X is the
primary
management
module bay number.

DNS first IP address -
set

Checks syntax and sets the first
IP address.

dns -il ip_address

where ip_address is the
first IP address.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mmi x]

where x is the
primary
management
module bay number.

DNS second IP
address - display

Displays the second IP address.

dns -i2

-T system mfi x]

where X is the
primary
management
module bay number.

DNS second IP
address - set

Checks syntax and sets the
second IP address.

dns -i2 ip_address

where ip_address is the
second IP address.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
I/0 Modules,
Blades)

-T system mfi x]

where x is the
primary
management
module bay number.

DNS third IP address
- display

Displays the third IP address.

dns -i3

-T system nmi x]

where X is the
primary
management
module bay number.
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Table 8. dns commands (continued)

Function What it does Command Valid targets
DNS third IP address | Checks syntax and sets the third | dns -i3 ip_address -T system nmi x]
- set IP address. where ip_address is the | where x is the
third IP address. primary
management

R i hority level:
equired authority level: | -, o bay number.

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

Example:

To set the first I P address of the management-module DNS server to 192.168.70.29 and enable DNS on the
primary management module while management module 1 is set as the persistent command environment, at
thesyst em nmi 1] > prompt type

dns -il1 192.168.70.29 -on

To display the DNS status of the primary management module while management module 1 is set asthe
persistent command environment, at thesyst em mmf{ 1] > prompt type

dns

The following example shows the information that is returned from these two commands:

systemm{ 1] > dns -i 1l 192.168.70.29 -on

Changes to the network settings will take effect after the next reset of the
MM

system mmi 1] > dns

Enabl ed

-i1 192.168. 70. 29

-i2 0.0.0.0

-i30.0.0.0

system mi 1] >
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ifconfig command

This command configures and displays the network interface settings for the management-modul e Ethernet
interface and the blade server integrated system management processors.

Table 9. ifconfig commands

Function

What it does

Command

Valid targets

Display Ethernet
channel 0
configuration

Displays the current
configuration of Ethernet channel

. Possible return values are:

enabled

disabled

-i static_ip_address

-g gateway_address

-s subnet_mask

-n hostname

-c config_method

-r data_rate

-d duplex_mode

-m mtu

-l
locally_administered_mac_a
ddr

-b burnedin_mac_address

ifconfig -ethO

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 static IP
address

Displays the static IP address for
Ethernet channel 0.

ifconfig -ethO -i

-T system mmi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
0 static IP address

Checks syntax and sets the static
IP address for Ethernet channel

0.

ifconfig -ethO -i
ip_address
where ip_address is the

static IP address for
Ethernet channel 0.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 gateway IP
address

Displays the gateway IP address
for Ethernet channel 0.

ifconfig -eth0 -g

-T system mi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
0 gateway IP address

Checks syntax and sets the
gateway IP address for Ethernet
channel 0.

ifconfig -eth0 -g
ip_address

where ip_address is the
gateway IP address for
Ethernet channel 0.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 0 subnet
mask

Displays the subnet mask for
Ethernet channel 0.

ifconfig -eth0 -s

-T system mmi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
0 subnet mask

Checks syntax and sets the
subnet mask for Ethernet
channel 0.

ifconfig -eth0 -s
ip_address

where ip_address is the
subnet mask for
Ethernet channel 0.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 hostname

Displays the host name for
Ethernet channel 0.

ifconfig -eth0 -n

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
0 hostname

Checks syntax and sets the host
name for Ethernet channel 0.

ifconfig -eth0 -n
hostname

where hostname is the
host name for Ethernet
channel 0.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 0
configuration method

Displays the configuration
method for Ethernet channel 0.
Possible return values are dhcp,
static, and dthens.

A value of dthens will try the
dhcp configuration and default to
the static IP configuration if dhcp
is unsuccessful.

ifconfig -eth0 -c

-T system mmi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
0 configuration
method

Checks syntax and sets the
configuration method for
Ethernet channel 0.

A value of dthens will try the
dhcp configuration and default to
the static IP configuration if dhcp
is unsuccessful.

ifconfig -eth0 -c
config_method

where config_method is
dhcp, static, or dthens.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
I/0 Modules,
Blades)

-T system nmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 data rate

Displays the data rate for
Ethernet channel 0. Possible
return values are auto, 10, and
100.

ifconfig -ethO -r

-T system nmi x]

where X is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
0 data rate

Checks syntax and sets the data
rate for Ethernet channel 0.

ifconfig -eth0 -r
data_rate

where data_rate is auto,
10, or 100.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 0 duplex
mode

Displays the duplex mode for
Ethernet channel 0. Possible
return values are auto, half, and
full.

ifconfig -ethO -d

-T system mmi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
0 duplex mode

Checks syntax and sets the
duplex mode for Ethernet
channel 0.

ifconfig -ethO -d
duplex_mode

where duplex_mode is
auto, half, or full.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 MTU

Displays the MTU for Ethernet
channel 0. Possible return values
are from 60 to 1500.

ifconfig -eth0 -m

-T system mfi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
0 MTU

Checks syntax and sets the MTU
for Ethernet channel 0.

ifconfig -eth0 -m mtu

where mtu is between
60 and 1500, inclusive.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
I/0 Modules,
Blades)

-T system mfi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Display Ethernet
channel 0 MAC
address (locally
administered)

Displays the locally administered
MAC address for Ethernet
channel 0.

ifconfig -ethO -I

-T system nmi x]

where X is the
primary
management
module bay number.

Set Ethernet channel
0 static MAC address
(locally administered)

Checks syntax and sets the
locally administered MAC
address to the specified MAC
address for Ethernet channel 0.

ifconfig -ethO -l address

where address is the
locally administered
MAC address for
Ethernet channel 0.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 0 MAC
address (burned-in)

Displays the burned-in MAC
address for Ethernet channel 0.

ifconfig -ethO -b

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1
configuration

Displays the current
configuration of Ethernet channel
1. Possible return values are:

e enabled
» disabled
e  -istatic_ip_address

e -g gateway address

e -ssubnet_mask

e -rdata_rate

e -d duplex_mode

e -mmtu

o -
locally_administered_mac_a
ddr

e -b burnedin_mac_address

ifconfig -ethl

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1 static IP
address

Displays the static IP address for
Ethernet channel 1.

ifconfig -ethl -i

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
1 static IP address

Checks syntax and sets the static
IP address for Ethernet channel
1.

ifconfig -ethl -i
ip_address
where ip_address is the

static IP address for
Ethernet channel 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 1 gateway IP
address

Displays the gateway IP address
for Ethernet channel 1.

ifconfig -ethl -g

-T system mmi x]

where x is the
primary
management
module bay number.

Set Ethernet channel
1 gateway IP address

Checks syntax and sets the
gateway IP address for Ethernet
channel 1.

ifconfig -ethl -g
ip_address

where ip_address is the
gateway IP address for
Ethernet channel 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1 subnet
mask

Displays the subnet mask for
Ethernet channel 1.

ifconfig -ethl -s

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
1 subnet mask

Checks syntax and sets the
subnet mask for Ethernet
channel 1.

ifconfig -ethl -s
ip_address

where ip_address is the
subnet mask for
Ethernet channel 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display Ethernet
channel 1 data rate

Displays the data rate for
Ethernet channel 1. Possible
return values are auto, 10, and
100.

Ethernet channel 1 data rate is a
read-only field used for internal
SBCE communication.

ifconfig -ethl -r

-T system mmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1 duplex
mode

Displays the duplex mode for
Ethernet channel 1. Possible
return values are auto, half, and
full.

Ethernet channel 1 duplex mode
is a read-only field used for
internal SBCE communication.

ifconfig -ethl -d

-T system nmi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1 MTU

Displays the MTU for Ethernet
channel 1. Possible return values
are from 60 to 1500.

Ethernet channel 1 MTU is a
read-only field used for internal
SBCE communication.

ifconfig -ethl -m

-T system mfi x]

where x is the
primary
management
module bay number.

Display Ethernet
channel 1 MAC
address (locally
administered)

Displays the locally administered
MAC address for Ethernet
channel 1.

ifconfig -ethl -

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set Ethernet channel
1 static MAC address
(locally administered)

Checks syntax and sets the
locally administered MAC
address to the specified MAC
address for Ethernet channel 1.

ifconfig -ethl -l address

where address is the
locally administered
MAC address for
Ethernet channel 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Enable Ethernet
channel 1

Enables Ethernet channel 1.

ifconfig -ethl -up

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mmi x]

where x is the
primary
management
module bay number.

Disable Ethernet
channel 1

Disables Ethernet channel 1.

ifconfig -ethl -down

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
I/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

Display IP address for
blade server
integrated system
management
processor

Displays the IP address of the
integrated system management
processor for the specified blade
server.

ifconfig -i

-T

syst em bl ade[ x]
:sp

where x bay number
of the blade server.
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Table 9. ifconfig commands (continued)

Function

What it does

Command

Valid targets

Set starting IP
address for blade
server integrated
system management
processor

Sets the starting point of the
integrated system management
processor IP addresses for blade
servers that are installed in the

SBCE unit.

ifconfig -i ip_address

where ip_address is the
starting IP address for all
blade servers that are
installed in the SBCE
unit.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T
syst em bl ade[ 1]
1 sp

Example:

To display the configuration for Ethernet channel 0 while management module 1 is set as the persistent
command environment, at thesyst em mmf{ 1] > prompt type

ifconfig -ethO

To set the stetic | P address for Ethernet channel 0 to 192.168.70.133 while management module 1 is set asthe
persistent command environment, at thesyst em mf{ 1] > prompt type

ifconfig -ethO -i

192.168.70.133 -c static

The following exampl e shows the information that is returned from these two commands:

systemmi 1] > ifconfig -ethO

Enabl ed

-i 10.10.10.10

-g 0.0.0.0

-s 255.255.255.0
-n MVDO096BCA0C80

-c Try DHCP server. If it fails,

-r Auto
-d Auto
-m 1500

-1 00:00: 00: 00: 00: 00
-b 00:09: 6B: CA: 0C. 80

systemm{ 1] > ifconfig -ethO -i
Changes to the network settings will

MM
system mi 1] >

use static IP config.

192.168.70.133 -c static
t ake effect

after the next reset of the
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smtp command

This command configures and displays the management-module SM TP settings.

Table 10. smtp commands

Function What it does Command Valid targets
Display SMTP server | Displays the SMTP server host smtp -T system nmi x]
hgzt name or IP name or IP address. where x is the
address primary

management
module bay number.
Server host name or | Displays the server host name or | smtp -s -T system nmi x]
IP address - display IP address. where x is the
primary
management
module bay number.
Server host name or | Checks syntax and sets the smtp -s -T system nmi x]
IP address - set server host name or IP address. | hostname/ip_address where x is the
where primary
hostname/ip_address is | management
the host name or IP module bay number.

address of the server.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

Example:

To set the SMTP server host name to us.ibm.com while management module 1 is set as the persistent
command environment, at thesyst em mmf{ 1] > prompt type

sntp -s us.ibmcom

To display the SMTP configuration while management module 1 is set as the persistent command
environment, at thesyst em m 1] > prompt type

sntp
The following exampl e shows the information that is returned from these two commands:

systemm{ 1] > smp -s us.i bmcom
(0.4
systemmmi 1] > sntp

-s us.ibmcom
system mf 1] >
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snmp command

This command configures and displays the management-module SNM P settings.

Table 11. snmp commands

Function What it does Command Valid targets
Display SNMP Displays the current SNMP snmp -T system nmi x]
configuration of configuration pf the management where x is the
management module | module. Possible return values primary

are. management
e -aenabled/disabled module bay number.
e -tenabled/disabled
e -cl communityl_name
e -clil
communityl_ipaddrl_or_hst
name
e -cli2
communityl_ipaddr2_or_hst
name
« -cli3
communityl_ipaddr3_or_hst
name
e -C2 community2_name
e -c2il
community2_ipaddrl_or_hst
name
e -C2i2
community2_ipaddr2_or_hst
name
e -c2i3
community2_ipaddr3_or_hst
name
e -C3 community3_name
e -c3il
community3_ipaddrl_or_hst
name
e -c3i2
community3_ipaddr2_or_hst
name
e -c3i3
community3_ipaddr3_or_hst
name
e -cncontact_name
* -llocation
SNMP agent - display | Displays the current status of the | snmp -a -T system mmi x]
status SNMP agent of the management .
- where x is the
module. Possible return values primary
are enabled and disabled. management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP agent - enable

Enables the management-
module SNMP agent.

snmp -a -on

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

SNMP agent - disable

Disables the management-
module SNMP agent.

snmp -a -off

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

I/0 Modules,
Blades)
SNMP traps - display | Displays the current status of the | snmp -t -T system nmi x]
status SNMP traps qf the management where x is the
module. Possible return values :
re enabled and disabled primary
a ' management
module bay number.
SNMP traps - enable | Enables the management- snmp -t -on -T system nmi x]

module SNMP traps.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.

SNMP traps - disable

Disables the management-
module SNMP traps.

snmp -t -off

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where x is the
primary
management
module bay number.

SNMP community 1
name - display

Displays the name of community
1.

snmp -c1

-T system mfi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 1
name - set

Sets the name of community 1.

snmp -c1 name

where name is a
descriptive name of
community 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

1/0 Modules,
Blades)
SNMP community 1 Displays the first host name or IP | snmp -c1il -T system mm x]
first host name or IP | address of community 1. where x is the
address - display .
primary
management
module bay number.
SNMP community 1 Checks syntax and sets the first | snmp -clil -T system mm x]

first host name or IP
address - set

host name or IP address of
community 1.

hostname/ip_address

where
hostname/ip_address is
the first host name or IP

address of community 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.

SNMP community 1
second host name or
IP address - display

Displays the second host name
or IP address of community 1.

snmp -cli2

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 1
second host name or
IP address - set

Checks syntax and sets the
second host name or IP address
of community 1.

snmp -c1i2
hostname/ip_address

where
hostnamel/ip_address is
the second host name or
IP address of community
1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

third host name or IP
address - set

host name or IP address of
community 1.

hostname/ip_address

where
hostname/ip_address is
the third host name or IP

address of community 1.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

I/0 Modules,
Blades)
SNMP community 1 Displays the third host name or | snmp -cli3 -T system nmi x]
tI:jl(rjd host(;].amle or IP | IP address of community 1. where x is the
address - display primary
management
module bay number.
SNMP community 1 Checks syntax and sets the third | snmp -c1i3 -T system nmi x]

where x is the
primary
management
module bay number.

SNMP community 2
name - display

Displays the name of community
2.

snmp -c2

-T system nmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 2
name - set

Sets the name of community 2.

snmp -c2 name

where name is a
descriptive name of
community 2.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

1/0 Modules,
Blades)
SNMP community 2 Displays the first host name or IP | snmp -c2il1 -T system mm x]
first host name or IP | address of community 2. where x is the
address - display .
primary
management
module bay number.
SNMP community 2 Checks syntax and sets the first | snmp -c2il -T system mm x]

first host name or IP
address - set

host name or IP address of
community 2.

hostname/ip_address

where
hostname/ip_address is
the first host name or IP

address of community 2.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.

SNMP community 2
second host name or
IP address - display

Displays the second host name
or IP address of community 2.

snmp -c2i2

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 2
second host name or
IP address - set

Checks syntax and sets the
second host name or IP address
of community 2.

snmp -c2i2
hostname/ip_address

where
hostnamel/ip_address is
the second host name or
IP address of community
2.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

third host name or IP
address - set

host name or IP address of
community 2.

hostname/ip_address

where
hostname/ip_address is
the third host name or IP

address of community 2.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

I/0 Modules,
Blades)
SNMP community 2 Displays the third host name or | snmp -c2i3 -T system nmi x]
tI:jl(rjd host(;].amle or IP | IP address of community 2. where x is the
address - display primary
management
module bay number.
SNMP community 2 Checks syntax and sets the third | snmp -c2i3 -T system nmi x]

where x is the
primary
management
module bay number.

SNMP community 3
name - display

Displays the name of community
3.

snmp -c3

-T system nmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 3
name - set

Sets the name of community 3.

snmp -c3 name

where name is a
descriptive name of
community 3.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

1/0 Modules,
Blades)
SNMP community 3 Displays the first host name or IP | snmp -c3il1 -T system mm x]
first host name or IP | address of community 3. where x is the
address - display .
primary
management
module bay number.
SNMP community 3 Checks syntax and sets the first | snmp -c3il -T system mm x]

first host name or IP
address - set

host name or IP address of
community 3.

hostname/ip_address

where
hostname/ip_address is
the first host name or IP

address of community 3.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.

SNMP community 3
second host name/IP
address - display

Displays the second host name
and IP address of community 3.

snmp -c3i2

-T system mmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP community 3
second host name or
IP address - set

Checks syntax and sets the
second host name or IP address
of community 3.

snmp -c3i2
hostname/ip_address

where
hostnamel/ip_address is
the second host name or
IP address of community
3.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

third host name or IP
address - set

host name or IP address of
community 3.

hostname/ip_address

where
hostname/ip_address is
the third host name or IP

address of community 3.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

I/0 Modules,
Blades)
SNMP community 3 Displays the third host name or | snmp -c3i3 -T system nmi x]
tI:jl(rjd host(;].amle or IP | IP address of community 3. where x is the
address - display primary
management
module bay number.
SNMP community 3 Checks syntax and sets the third | snmp -c3i3 -T system nmi x]

where x is the
primary
management
module bay number.

SNMP contact name -
display

Displays the contact name. The
default value for the SNMP
contact name is “No Contact
Configured”.

snmp -cn

-T system nmi x]

where x is the
primary
management
module bay number.
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Table 11. snmp commands (continued)

Function

What it does

Command

Valid targets

SNMP contact name -
set

Sets the contact name.

snmp -cnh contact_name

Required authority level:

e Supervisor

¢ Network & Security
Configuration

¢ Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

hostname/ip_address

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

I/0 Modules,
Blades)
SNMP location - Displays the location. The default | snmp -I -T system nmi x]
display value for the SNMP location is where x is the
No Location Configured”. primary
management
module bay number.
SNMP location - set Sets the location. snmp - -T system nmi x]

where X is the
primary
management
module bay number.

Example:

To view the SNMP configuration while management module 1 is set as the persistent command environment,
atthesyst em nmi 1] > prompt type

snnp

To enable the SNMP agent and SNMP traps while management module 1 is set as the persistent command

environment, at thesyst em nmi 1] > prompt, type

snnp -a -on -t -on

The following exampl e shows the information that is returned from these two commands:

system mfi 1] > snnp

-a Disabl ed
-t Disabl ed

-1 No Location Configured
-cn No Contact Configured

-cl coml
-clil 1.2.3.4
-cli2

-cli 3

-c2 conk
-c2il1 1.2.3.4
-c2i 2

-c2i 3

-c3
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-c3il

-c3i 2

-¢c3i 3

systemm{ 1] > snnp -a -on -t -on

Changes to the network settings will take effect after the next reset of the
VY

system mi 1] >

sol (serial over LAN) commands

These commands configure SOL functions and indicate SOL status.

Table 12. SOL commands

Function What it does Command Valid targets
Display SOL status Displays the SOL status for the sol -T
targeted device: system bl ade[ x]
¢ Whenthe command target is -T system nmi x]

a blade server, it displays

where x is the blade
the same result as the sol

server or primary

-st?t lrjnsbl-Td ) management
syste ade[ x] module bay number.
command.

*  Whenthe command target is
the primary management
module, it displays the
status, retry interval, retry
count, send threshold,
accumulate timeout, and the
vlan id; displaying the same
results as the sol -

status -i -c -s -t -v

-T system nm x]

command.
SOL session status Displays the global SOL session | sol -status -T system mfi x]
(global) status. Possible return values are

where x is the
primary
management
module bay number.

disabled and enabled. The global
SOL session status does not
affect the SOL session status for
each blade server.
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Table 12. SOL commands (continued)

Function

What it does

Command

Valid targets

SOL session status
(for blade server)

Displays SOL session status for
the specified blade server.
Possible return values are
displayed and enabled.

If SOL is enabled for the blade
server, one of the following return
values is also displayed:

e Thereis no SOL session
opening for that blade.

e Thereis an SOL session
opening for that blade.

e There is an SOL session
opening and it is connected
to a telnet session.

sol -status

-T
syst em bl ade[ x]

where x is the blade
server bay number.

SOL retry interval -
display

Displays the SOL retry interval.
This is the wait time, in
milliseconds, before the first retry
attempt and the time between
each subsequent retry attempt.
The retry interval specified must
be 10 ms or greater; if a value of
less than 10 ms is entered, it will
be changed to 10 ms.

sol -i

-T system mmi x]

where x is the
primary
management
module bay number.

SOL retry interval -
set

Sets the SOL retry interval to the
input value.

sol -i value

where value is from 10
ms to 2550 ms,
inclusive, in 10 ms
increments. If you enter
a value less than 10 ms,
the retry interval will be
set to 10 ms. If you enter
a value greater than
2550 ms, the retry
interval will be set to
2550 ms.

Required authority level:

Supervisor
Network and
Security
Configuration
Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where x is the
primary
management
module bay number.
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Table 12. SOL commands (continued)

Function What it does Command Valid targets
SOL retry count - Displays the SOL retry count. sol -c -T system nmi x]
display This is the number of retries that .
. . where x is the
will be attempted after a packet is primary
first unsuccessfully transmitted.
A packet is dropped and will magalgek;nent b
need to be retransmitted if no module bay number.
ACK/NACK is received by the
time the retry interval expires. A
SOL retry count of 0 means no
retries will be attempted.
SOL retry count - set | Sets the SOL retry count to the sol -c value -T system mfi x]

input value.

where value is from 0 to
7, inclusive. If you enter
a value greater than 7,
an error will be
displayed.

Required authority level:

e Supervisor

¢ Network and
Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.

SOL send threshold -

display

Displays the SOL send
threshold. This is the minimum
size of a complete SOL packet, in
bytes. The blade server
integrated system management
processor automatically sends
an SOL character data packet
containing this number of
characters as soon as the blade
server integrated system
management processor accepts
this number of characters (or
greater) from the blade server
serial controller. Setting the
threshold value to 1 causes the
blade server integrated system
management processor to send
a packet as soon as the first
character is received.

sol -s

-T system mi x]

where x is the
primary
management
module bay number.
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Table 12. SOL commands (continued)

Function

What it does

Command

Valid targets

SOL send threshold -
set

Sets the SOL send threshold to
the input value. Setting the
threshold value to 1 causes the
blade server integrated system
management processor to send
an SOL packet as soon as the
first character is received.

sol -s value

where value is from 1 to
251, inclusive. If you
enter a value outside
this range, an error will
be displayed.

Required authority level:

e Supervisor

¢« Network and
Security
Configuration

¢ Advanced
Configuration (MM,

-T system nmi x]

where X is the
primary
management
module bay number.

I/0 Modules,
Blades)
SOL accumulate Displays the SOL accumulate sol -t -T system nmi x]
timeout - display t!meout. This is the amount of where x is the
time the blade server integrated primary
o e
aits, in mitiseconds, belore module bay number.
transmitting a partial SOL
character data packet. A partial
SOL packet is a packet that has
fewer characters to transmit than
the number of characters
specified by the SOL send
threshold (sol -s option).
SOL accumulate Sets the SOL accumulate sol -t value -T system nmi x]

timeout - set

timeout to the input value.

where value is from 5 ms
to 1275 ms, inclusive. If
you enter a value less
than 5 ms, the
accumulate timeout will
be setto 5 ms. If you
enter a value greater
than 1275 ms, an error
will be displayed.

Required authority level:

e Supervisor

¢« Network and
Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

where x is the
primary
management
module bay number.
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Table 12. SOL commands (continued)

Function

What it does

Command

Valid targets

SOL enable - global

Enables SOL globally for the
SBCE unit. The global SOL
enable command does not affect
the SOL session status for each
blade server.

sol -on

Required authority level:

Supervisor
Network and
Security
Configuration
Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system nmi x]

where X is the
primary
management
module bay number.

SOL enable - blade
server

Enables SOL for the specified
blade server.

sol -on

Required authority level:

Supervisor
Network and
Security
Configuration
Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T
syst em bl ade[ x]

where x is the blade
server bay number.

SOL disable - global

Disables SOL globally for the
SBCE unit. The global SOL
disable command does not affect
the SOL session status for each
blade server.

sol -off

Required authority level:

Supervisor
Network and
Security
Configuration
Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mfi x]

where x is the
primary
management
module bay number.

SOL disable - blade
server

Disables SOL for the specified
blade server.

sol -off

Required authority level:

Supervisor
Network and
Security
Configuration
Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T
syst em bl ade[ x]

where x is the blade
server bay number.

SOL VLAN ID -
display

Displays the SOL VLAN ID.

sol -v

-T system nmi x]

where x is the
primary
management
module bay number.
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Table 12. SOL commands (continued)

this range, an error will

Function What it does Command Valid targets
SOL VLAN ID - set Sets the SOL VLAN ID to the sol -v value -T system nmi x]
input value. where value is from 1 to | where x is the
4095, inclusive. If you primary
enter a value outside management

module bay number.

be displayed.
Required authority level:

e Supervisor

¢« Network and
Security
Configuration

¢ Advanced
Configuration (MM,
1/0 Modules,
Blades)

Example:

To set the SOL accumulate timeout to 25 ms while management module 1 is set as the persistent command
environment, at thesyst em nmi 1] > prompt, type

sol -t 25

To display the SOL accumulate timeout while management module 1 is set as the persistent command
environment, at thesyst em nmi 1] > prompt, type

sol -t

The following exampl e shows the information that is returned from these two commands:
systemmi 1] > sol -t 25
XK
systemmi 1] > sol -t

-t 25
system mf 1] >

telnetcfg (Telnet configuration) command

These commands display and configure the telnet parameters of the primary management module.

Table 13. Telnet configuration (telnetcfg) commands

Function What it does Command Valid targets

-T system mmi x]
where x is the
primary
management
module bay number.

Display telnet
configuration

Displays the telnet configuration
of the primary management
module.

telnetcfg
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Table 13. Telnet configuration (telnetcfg) commands (continued)

Function

What it does

Command

Valid targets

Display telnet timeout

Displays the telnet timeout value,
in seconds, of the primary
management module.

telnetcfg -t

-T system nmi x]

where X is the
primary
management
module bay number.

Set telnet timeout for
primary management
module

Sets the telnet timeout value for
the primary management
module.

telnetcfg -t timeout

where timeout is from 1
second to 604800
seconds (7-days),
inclusive. If you enter a
value outside this range,
an error will be
displayed.

Required authority level:

e Supervisor

¢ Network & Security
Configuration

e Advanced
Configuration (MM,
1/0 Modules,
Blades)

-T system mi x]

where x is the
primary
management
module bay number.

Example:

To set the telnet timeout for the primary management module to 6 minutes while management module 1 is set
as the persistent command environment, at thesyst em mmf{ 1] > prompt type

telnetcfg -t 360

To display the telnet configuration for the primary management module while management module 1 is set as
the persistent command environment, at thesyst em mf 1] > prompt type

tel netcfg

The following exampl e shows the information that is returned from these two commands:

systemmm{ 1] > telnetcfg -t 360
(0.6

systemmi 1] > tel netcfg

-t 360
system mi 1] >
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Event-log commands

Use these commands to view and clear primary management-module event log entries:
e clearlog command
e displaylog command

clearlog command

This command clears the management-modul e event log.

Table 14. Clear management-module event log (clearlog) commands

Function

What it does

Command

Valid targets

Clear management-
module event log

Clears the management-module
event log and displays a
message confirming that the
event log was cleared.

clearlog

Required authority level:

e Supervisor
e Ability to Clear
Event Logs

-T system mfi x]

where x is the
primary
management
module bay number.

Example:

To clear the management-modul e event log while management module 1 is set as the persistent command
environment, at thesyst em mm{ 1] > prompt type

cl earl og

The following example shows the information that is returned:

systemmi 1] > cl earl og

(04
system mi 1] >

displaylog command

These commands display management-module event log entries.

Table 15. Display management-module event log (displaylog) commands

module event log
entries (reset
counter)

the first five entries in the
management-module event log.

Function What it does Command Valid targets
Display management- | Displays five entries from the displaylog -T system nmi x]
moqule event log manggement-module event !og. where x is the
entries The first time the command is primary

executed, the five most recent
log entries are displayed. Each management
. ) . module bay number.
subsequent time the command is
issued, the next five entries in the
log display.
Display management- | Resets the counter and displays | displaylog -f -T system mfi x]

where x is the
primary
management
module bay number.
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Example:
To display the first five primary management-module event log entries while management module 1 is set as
the persistent command environment, at the syst em nmf 1] > prompt type

di splayl og -f
To display the next five management-module event log entries, type (a second time)
di spl ayl og
To display the next five management-module event log entries, type
di spl ayl og
The following example shows the information that is returned from these three commands:
system mmi 1] > di spl ayl og -f
1 | SERVPRCC 10/ 27/ 03 19: 45: 57 Renot e Login

Successful . Login ID:'"USERID CLI authenticated from 192.168. 70. 231
(Tel net) .’

2 E SERVPRCC 10/ 27/ 03 19: 42: 58 Fai | ure reading
| 2C devi ce. Check devices on bus 4.

3 E SERVPRCC 10/ 27/ 03 19: 42: 58 Fai l ure readi ng
| 2C devi ce. Check devices on bus 3.

4 E SERVPRCC 10/ 27/ 03 19: 42: 58 Fai | ure reading
| 2C devi ce. Check devices on bus 2.

5 | SERVPROC 10/ 27/ 03 19:41:54 Renpt e Login

Successful. Login ID:'"USERID from VWEB browser at |P@192.168.70.231'
system mf{ 1] > di spl ayl og

6 E SERVPROC 10/ 27/ 03 19: 41: 53 Bl ower 2 Fault
Mul tiple blower failures

7 E SERVPROC 10/ 27/ 03 19:41: 53 Bl ower 1 Fault
Singl e blower failure

8 | SERVPROC 10/ 27/ 03 19:41: 48 Et hernet [ 1] Link
Establ i shed at 100Mv, Full Dupl ex.

9 | SERVPROC 10/ 27/ 03 19: 41: 48 Et hernet [ 1]
configured to do 100Mo/ Ful | Dupl ex.

10 I SERVPRCC 10/ 27/ 03 19:41: 48 Et hernet[ 1] MAC

Address currently being used: 0x00-09-6B-CA-0C- 81
system mmi 1] > di spl ayl og

11 I SERVPROC 10/ 27/ 03 19:41: 48 Et hernet[ 0] Link
Establ i shed at 100Mv, Full Dupl ex.

12 | SERVPRCC 10/ 27/ 03 19:41: 48 Et her net [ 0]
configured to do Auto Speed/ Auto Dupl ex.

13 I SERVPRCC 10/ 27/ 03 19:41: 48 Et hernet [ 0] MAC
Address currently being used: 0x00-09-6B- CA-0C- 80

14 | SERVPROC 10/ 27/ 03 19: 41: 48 Managenent Mbdul e
Network Initialization Conplete.

15 | SERVPRCC 10/ 27/ 03 19:41: 46 ENET[ 1] | P-

Cf g: Hst Name=MVD0096BCA0C81, | P@192.168. 70. 126 , GA@O0. 0. 0. 0,

Net Msk=255. 255. 255. 0

system i 1] >
The following example shows the information that is returned if the displaylog command is run after the event
log iscleared:

system m{ 1] > di spl ayl og -f

1 | SERVPRCC 10/ 27/ 03 19: 53: 02 System | og

cl eared.

(There are no nore entries in the event log.)

Intel® Blade Server Chassis SBCE: Management Module Command-Line Interface



system mi 1] >

Power-control commands

Use these commands to control operation of the SBCE unit, blade servers, and 1/0 (switch) modules:

¢ boot command
e power command
¢ reset command

boot command

These commands reset blade servers with several different restart options.

Table 16. Boot commands

Function

What it does

Command

Valid targets

Reset blade server

Performs an immediate reset and
restart of the specified blade
server. This command will not
start a blade server that is turned
off.

boot

Required authority level:

e Supervisor

. Blade and I/O
Module
Power/Restart
Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.

Reset blade server to
command console

Resets the specified blade
server, causing it to open a
command console with an SOL
session when it restarts. This
command will not turn a blade
server on that is turned off.

boot -c

Required authority level:

e Supervisor

. Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console Access

. Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console and Virtual
Media Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.

Power cycle

Cycles power for the specified
blade server. If the blade server
is off, it will turn on. If the blade
server is on, it will turn off and
then turn on.

boot -p powercycle

Required authority level:

e Supervisor

. Blade and I/O
Module
Power/Restart
Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.
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Table 16. Boot commands (continued)

Function What it does Command Valid targets

Reset blade server Performs an immediate reset and | boot -p reset -T

restart of the specified blade syst em bl ade[ x]
server. This command will not
start a blade server that is turned

off. *

Required authority level:
where x is the blade

e Supervisor
server bay number.

Blade and I/O
Module
Power/Restart
Access

Example:

To boot the blade server in blade bay 3 while management module 1 is set as the persistent command
environment, at thesyst em m 1] > prompt type

boot -T system bl ade[ 3]
The following example shows the information that is returned:

systemmmi 1] > boot -T system bl ade[ 3]
(0.4
system mf 1] >

power command

These commands turn on and turn off blade servers and 1/0 (switch) modules.

Table 17. Power commands

Function What it does Command Valid targets
Power on Turns on the specified blade power -on -T
server or /O (switch) module. Required authority level: syst em bl ade[ x]
-T

e Supervisor

52

system swi tch[ x

. Blade and I/O
Module ]
Power/Restart where x is the blade
Access server or /O (switch)

module bay number.
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Table 17. Power commands (continued)

Function

What it does

Command

Valid targets

Power on to
command console

Opens a command console with
an SOL session when the
specified blade server is turned
on.

power -on -C

Required authority level:

Supervisor

Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console Access
Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console and Virtual
Media Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.

Power off Turns off the specified blade power -off -T
server or I/O (switch) module. Required authority level: syst em bl ade[ x]
e Supervisor -T )
«  Blade and I/O system swit ch[ x
Module ]
Power/Restart where x is the blade
Access server or |/O (switch)
module bay number.
Power cycle Cycles power for the specified power -cycle -T
blade server or I/O (switch) . . . | syst em bl ade[ x]
module. If the blade server or I/O Reqlgred au-thorlty level: oT
(switch) module is off, it will turn | * upervisor Svst em swi t chl x
on. If the blade server or 1/O *+ Blade and /O 1 y [
(switch) module is on, it will turn Module
off and then turn on. Power/Restart where x is the blade
Access server or I/O (switch)

module bay number.

Power cycle to
command console

Cycles power for the specified
blade server. If the blade server
is off, it opens a command
console with an SOL session
when it is turned on. If the blade
server is on, it will turn off and
then turn on.

power -cycle -c

Required authority level:

Supervisor

Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console Access
Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console and Virtual
Media Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.
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Table 17. Power commands (continued)

Function What it does Command Valid targets
Display power state Displays the current power state | power -state -T
for the specified blade server or syst em bl ade[ x]
I/O (switch) module. Possible T

return values are on and off. syst em swi t ch[ x

]

where x is the blade
server or I/O (switch)
module bay number.
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Table 17. Power commands (continued)

Function

What it does

Command

Valid targets

Display POST status
for 1/0 (switch)
module

Displays the POST status for the
specified I/O (switch) module. If
the command is run while POST
is in progress, it returns the level
of POST that is currently in
process. If the command is run
after POST is complete, it
displays one of the following
return values:

e ThePOST results could
not be read. message
displays if there was an
internal error during POST.

e ThePOST results not
conpl ete: hex_code.
message displays if POST
results are not available after
POST completes.

. If POST returns valid results,

one of the following
messages displays:

— hex_code: Base
internal function
failure detected.

— hex_code:
| nt er nal
interface failure
det ect ed.

— hex_code:

Ext er nal
interface failure
det ect ed.

— hex_code: Mbdul e

conpl et ed PCST
successful ly.

— hex_code: Cannot
decode PCST resul t
code.

e Thelnvalid PCST
resul ts. message
displays if none of the above
conditions is true.

Where hex_code is a
hexadecimal code. See the
documentation that comes with
your /O moudle for information.

This command option is not
supported for serial concentrator
I/O (switch) modules.

power -state -post

-T

system swit ch[ x

]

where x is the I/O

(switch) module bay

number.
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Example:

To display the power state for the blade server in blade bay 5 while this blade server is set as the persistent
command environment, at thesyst em bl ade[ 5] > prompt type

power -state

To turn on the blade server in blade bay 5 while thisblade server is set as the persistent command environment,
at thesyst em bl ade[ 5] > prompt type

power -on

To display the power state for the blade server in blade bay 5 again while this blade server is set asthe
persistent command environment, at thesyst em bl ade[ 5] > prompt type

power -state

The following exampl e shows the information that is returned from these three commands:

system bl ade[ 5] > power -state

O f

system bl ade[ 5] > power -on

(0.6

system bl ade[ 5] > power -state
On

syst em bl ade[ 5] >

reset command

These commands reset blade servers, blade server integrated system management processors, |/O (switch)
modules, or the primary management module.

Table 18. Reset commands

Function What it does Command Valid targets

Reset Performs an immediate resetand | reset -T
restart of the specified device. system bl ade[ x]

. . Required authority level
This command will not turn on a d y

. (blade server, 1/O -T
blade server that is powered off. module, ISMP): system swi t ch[ x
e Supervisor ]
* Blade and I/O -T
Module syst em bl ade[ x]
Power/Restart . sp
Access -T system m x]

Required authority level
(management module):

where x is the blade
server, 1/0O (switch)
e Supervisor module, or primary
¢ Advanced management
Configuration (MM, | module bay number.
1/0 module, Blades)
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Table 18. Reset commands (continued)

Function

What it does

Command

Valid targets

Reset blade server to
command console

Opens a command console with
an SOL session when the
specified blade server is reset.
This command will not turn on a
blade server that is powered off.

reset -c

Required authority level:

Supervisor

Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console Access
Blade and I/O
Module
Power/Restart
Access and Blade
Server Remote
Console and Virtual
Media Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.

Reset management
module with failover

Resets the primary management
module, enabling failover if a
redundant management module
is present. An error message is
displayed if you try to enable
failover when a redundant
management module is not
installed.

reset -f

Required authority level:

Supervisor
Advanced
Configuration (MM,
1/0 module, Blades)

-T system nmi x]

where x is the
primary
management
module bay number.

Reset I/0O (switch)
module with standard

Performs an immediate reset and
restart of the specified device,

reset -std

Required authority level:

-T
system swi tch[ x

diagnostics running standard diagnostics on ) ]
the 1/O (switch) module after it *  Supervisor )
« Blade and I/O where x is the /0
restarts. .
Module (switch) module bay
Running the reset -std Power/Restart number.
command gives the same result Access
as running the r eset command
on a I/O (switch) module.
Reset I/O (switch) Performs an immediate reset and | reset -exd -T

module with
extended diagnostics

restart of the specified device,
running extended diagnostics on

Required authority level:

system switch[ x

]

the 1/0 (switch) module after it *  Supervisor _
restarts + Blade and I/O where x is the 1/0
. Module (switch) module bay
Power/Restart number.
Access
Reset I/O (switch) Performs an immediate reset and | reset -full -T

module with full
diagnostics

restart of the specified device,
running full diagnostics on the
I/O (switch) module after it
restarts.

Required authority level:

Supervisor
Blade and I/O
Module
Power/Restart
Access

system switch[ x

]

where x is the I/O
(switch) module bay
number.
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Example:

To reset the ISMP on the blade server in blade bay 5 while the SBCE unit is set as the persistent command
environment, at the sy st en® prompt type

reset

The following example shows the information that is returned:

systen» reset
K
syst en»

-T bl ade[5]:sp

Session commands

Use these commandsto start an SOL connection to the command console of a specific blade server or to end a

console command

58

command consol e session:

¢ console command
¢ exit command

This command sets up a seria over LAN connection to the command console of a blade server.

To end an SOL session, press Esc followed by an open parenthesis:

Esc (

Table 19. Console commands

Function

What it does

Command

Valid targets

Create SOL session
with blade server

Creates an SOL connection to
the specified blade server.

console

Required authority level:

e Supervisor

. Blade Server
Remote Console
Access

* Blade Server
Remote Console
and Virtual Media
Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.

Create override SOL
session with blade
server

Creates an SOL connection to
the specified blade server, with
the override option enabled. This
enables you to end an existing
SOL session to that blade server
and start a new one.

console -0

Required authority level:

e Supervisor

. Blade Server
Remote Console
Access

¢ Blade Server
Remote Console
and Virtual Media
Access

-T
syst em bl ade[ x]

where x is the blade
server bay number.
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Example:

To start an SOL connection to the blade server in blade bay 14 while this blade server is set as the persistent
command environment, at the syst em mmf{ x] > prompt type

sol -T system bl ade[ 14]

exit command

This command exits the command-line interface, terminating the current session.

Table 20. Exit command

Function What it does Command Valid targets
Exit Terminates the current exit Any installed device.
command-line interface session.
Example:

To terminate the current command-line interface session, type

exit
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4 Error messages

The command-line interface provides error messages specific to each command. The following topicslist the
error messages for each command, along with their definitions:

“boot command errors’ on page 61
“clear command errors’ on page 62
“clearlog command errors’ on page 62
“console command errors’ on page 63
“dhcpinfo command errors’ on page 63
“displaylog command errors’ on page 64
“dns command errors’ on page 64
“ifconfig command errors’ on page 65
“list command errors’ on page 67
“power command errors’ on page 68
“reset command errors’ on page 69
“smtp command errors’ on page 70
“sol command errors’ on page 71

“sol command errors’ on page 71
“telnetcfg command errors’ on page 73

boot command errors

The following table lists error messages for the boot command.

Error message

Definition

Each option can only be used once per command

Displays when a user enters the same option flag in a
single command multiple times. For example, boot
-p reset -p powercycle.

Invalid option

Displays when an invalid command option is entered.

Read/write command error.

Displays when an internal error occurs.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

The target bay is empty.

Displays when the user tries to issue a command to
an empty blade bay.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to boot or reset a blade server.
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clear command errors

The following table lists error messages for thecl ear command.

Error message Definition

Each option can only be used once per command. Displays when a user enters the same option flag in a
single command multiple times. For example, cl ear
-config -config.

Firmware update is in progress. Try again later. Displays when the user tries to reset the
management module to its default configuration
during a firmware update. The error message
displays and the management module configuration
does not reset.

Internal error resetting to defaults. Displays when an internal error occurs while resetting
the management module to its default configuration.
The error message displays and the management
module configuration does not reset.

Invalid option Displays when an invalid command option is entered.

The target bay is out of range. Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

clearlog command errors

Thefollowing table lists error messages for the cl ear | og command.

Error message Definition

Error clearing the event log. Displays when an internal error occurs while clearing
the event log.

Invalid target path Displays when a user tries to issue a command to a
target that is not valid.

The target bay is out of range. Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade

bays.
User does not have the authority to issue this Displays when a user lacks the authority level
command necessary to clear the event log.
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console command errors

The following table lists error messages for the consol e command.

Error message

Definition

A SOL session socket was not available.

Displays when the command-line interface fails to
establish an SOL connection to a blade server.

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example,
console -0 -o.

Error entering console mode.

Displays when an internal error occurs while trying to
establish an SOL connection.

Invalid target path

Displays when a user tries to connect to a blade
server that is already in use.

That blade is presently not available. Please try again
shortly.

Displays when a user tries to connect to a blade
server that is already in use.

The maximum number of sessions to this blade has
been reached.

Displays when the blade server has no available
sessions for a user to connect to.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

The target bay is empty.

Displays when the user tries to issue a command to
an empty blade bay.

Unknown error occurred while attempting to connect.

Displays when an unknown error occurs.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to set up an SOL session.

dhcpinfo command errors

The following table lists error messages for the dhcpi nf o command.

Error message

Definition

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example,
dhcpinfo -ethO -n -ethO -i.

Invalid option

Displays when an invalid command option is entered.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

Read/write command error.

Displays when an internal error occurs.
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Error message Definition

The target bay is out of range. Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

displaylog command errors

The following table lists error messages for the di spl ayl og command.

Error message Definition

Each option can only be used once per command. Displays when a user enters the same option flag in a
single command multiple times. For example,
di splaylog -f -f.

Invalid target path Displays when a user tries to issue a command to a
target that is not valid.

(There are no more entries in the event log.) Displays when there are no more event log entries to
display.

The target bay is out of range. Displays when a user tries to issue a command to a

target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

dns command errors

The following table lists error messages for the dns command.

Error message Definition

At least one address is required to enable DNS. Displays when a user tries to enable DNS without
configuring at least one address.

Each option can only be used once per command Displays when a user enters the same option flag in a
single command multiple times. For example, dns -
i 192.168.70.29 -i.

Invalid ip address Displays when a user tries to set an invalid IP
address.

Invalid option Displays when an invalid command option is entered.

Invalid target path Displays when a user tries to issue a command to a

target that is not valid.
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Error message

Definition

-on and -off cannot both be used in the same
command

Displays when a user tries to enable and disable DNS
in the same command.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as setting an IP
address.

ifconfig command errors

The following table lists error messages for thei f conf i g command.

Error message

Definition

-up and -down cannot both be used in the same
command.

Displays when a user tries to enable and disable an
ethernet interface in the same command.

Displays and changes must be done separately

Displays when a user tries to display a value and set
a different value in the same command.

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example,
ifconfig -i -i.

Error reading gateway address.

Displays when an internal error occurs while reading
the gateway address of a network interface (ethO or
ethl).

Error reading IP Address.

Displays when an internal error occurred while
reading the IP address of the integrated system
management processor on a blade server, or while
reading the IP address of a network interface (ethO or
ethl).

Error reading the burned-in MAC address.

Displays when an internal error occurs while reading
the burned-in MAC address of a network interface
(ethO or ethl).

Error reading the data rate.

Displays when an internal error occurs while reading
the data rate setting of a network interface (eth0 or
ethl).

Error reading the DHCP configuration.

Displays when an internal error occurs while reading
the DHCP setting of a network interface (eth0).

Error reading the duplex setting.

Displays when an internal error occurs while reading
the duplex setting of a network interface (ethO or
ethl).

Error reading the hostname.

Displays when an internal error occurs while reading
the hostname of a network interface (eth0).
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Error message

Definition

Error reading the locally administered MAC address.

Displays when an internal error occurs while reading
the locally administered MAC address of a network
interface (ethO or ethl).

Error reading the maximum transmission unit.

Displays when an internal error occurs while reading
the maximum transmission unit (MTU) setting of a
network interface (ethO or ethl).

Error reading the subnet mask.

Displays when an internal error occurs while reading
the subnet mask of a network interface (ethO or eth1).

Error writing gateway address.

Displays when an internal error occurs while setting
the gateway address.

Error writing IP Address.

Displays when an internal error occurs while setting
the IP address of the integrated system management
processor on a blade server.

Error writing the data rate.

Displays when an internal error occurs while setting
the data rate.

Error writing the DHCP configuration.

Displays when an internal error occurs while setting
the DHCP configuration.

Error writing the duplex setting.

Displays when an internal error occurs while setting
the duplex setting.

Error writing the hostname.

Displays when an internal error occurs while setting
the hostname.

Error writing the locally administered MAC address.

Displays when an internal error occurs while setting
the locally administered MAC address.

Error writing the maximum transmission unit.

Displays when an internal error occurs while setting
the MTU.

Error writing the subnet mask.

Displays when an internal error occurs while setting
the subnet mask.

Invalid gateway address.

Displays when a user tries to enter an invalid gateway
address for the -g (gateway address) command
option.

Invalid hostname.

Displays when a user tries to enter an invalid
hostname for the -n (hostname) command option.

Invalid ip address.

Displays for one of the following errors:

e Auser tries to set the IP address of
system:blade[1]:sp either to an invalid IP
address, or an IP address whose last part is
greater than 255 (the max number of blade
servers).

e« Auser tries to enter an invalid IP address for the
-i (static IP address) command option.

Invalid mac address.

Displays when a user tries to enter an invalid MAC
address.

Invalid option

Displays when an invalid command option is entered.

Invalid option for ethernet interface.

Displays when a user tries to change a static property
of ethl (hostname, DHCP, data rate, or duplex).
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Error message

Definition

Invalid parameter. The locally administered MAC
address cannot be a multicast address.

Displays when a user tries to set a multicast MAC
address for the -1 (locally administered MAC address)
command option.

1500, inclusive.

Invalid parameter. The MTU must be between 60 and

Displays when a user tries to enter a parameter value
for the -m (MTU) command option that is outside of
the valid range.

or dthens.

Invalid parameter. Valid values for -c are dhcp, static,

Displays when a user tries to enter an invalid
parameter for the -c (Ethernet configuration method)
command option.

and full.

Invalid parameter. Valid values for -d are auto, half,

Displays when a user tries to enter an invalid
parameter for the -d (duplex mode) command option.

100.

Invalid parameter. Valid values for -r are auto, 10, and

Displays when a user tries to enter an invalid
parameter for the -r (data rate) command option.

Invalid subnet mask.

Displays when a user tries to enter an invalid subnet
mask for the -s (subnet mask) command option.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

Syntax error. Type ifconfig -h for help.

Displays when a user tries to set an invalid value for
an IP address, gateway address, subnet mask,
hostname, MTU, or locally administered MAC
address.

The target must be system:blade[1]:sp for this
command

Displays when a user tries to issue the i fconfig -
i <ip address> -T system bl ade[x]:sptoa
blade server other than blade[1].

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

The target bay is empty.

Displays when the user tries to issue a command to
an empty blade bay.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as setting an IP
address.

list command errors

The following table lists error messages for thel i st command.

Error message

Definition

Each option can only be used once per command

Displays when a user enters the same option flag in a
single command multiple times. For example, | i st
-1 -1 2.
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Error message

Definition

Invalid option

Displays when an invalid command option is entered.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

The level must be non-zero.

Displays when the user enters a level of depth for
tree-structure display of 0.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

power command errors

The following table lists error messages for the power command.

Error message

Definition

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example, power
-on -on -c.

Invalid option

Displays when an invalid command option is entered.

Invalid POST results.

Displays when the POST results are not valid.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

POST results could not be read.

Displays when an internal error occurs during POST.

POST results not complete: hex_code

where the hex_code value varies based on the
problem that was encountered.

Displays when the POST results are not available.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

There target bay is empty.

Displays when the user tries to issue a command to
an empty blade bay.

There is no switch present in that bay.

Displays when the user tries to issue a command to
an empty 1/O (switch) bay.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as turning a
blade server on or off.
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reset command errors

The following table lists error messages for ther eset command.

Error message Definition

An error occurred while disabling failover. Displays when an internal error occurs while disabling
failover.

An error occurred while enabling failover. Displays when an internal error occurs while enabling
failover.

Each option can only be used once per command. Displays when a user enters the same option flag in a
single command multiple times. For example, r eset
-c -cC.

Firmware update is in progress. Try again later. Displays when the user tries to reset the

management module during a firmware update. The
error message displays and the management module
does not reset.

Invalid target path Displays when a user tries to issue a command to a
target that is not valid.

Read/write command error. Displays when an internal error occurs.

The target bay is out of range. Displays when a user tries to issue a command to a

target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

There is no backup management module installed. Displays when a user tries to enable failover on a
management module reset and there is no back-up
management module.

The target bay is empty. Displays when the user tries to issue a command to
an empty blade bay.

There is no switch present in that bay. Displays when the user tries to issue a command to
an empty 1/O (switch) bay.

User does not have the authority to issue this Displays when a user lacks the authority level

command necessary to reset a SBCE device.
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smtp command errors

The following table lists error messages for the snt p command.

Error message

Definition

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example, snt p
-s us.ibmcom-s

Input length is greater than the maximum characters
allowed.

Displays when a user tries to enter too many
characters in an input field.

Invalid host name or ip address

Displays when a user tries to set the SMTP host
name or IP address to an invalid value.

Invalid option

Displays when an invalid command option is entered.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

SMTP server host name or IP address is not set

Displays when a user tries to view the SMTP host
name or IP address and the values are not set.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as setting an IP
address.

snmp command errors

The following table lists error messages for the smt p command.
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Error message

Definition

Arguments containing spaces must be enclosed in
guotation marks.

Displays when a user treis to enter a string containing
spaces that has an opening quotation mark without a
closing quotation mark.

At least one configured community is required to
enable SNMP.

Displays when a user tries to enable SNMP without
configuring at least one community hame.

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example, snnp
-a on -a.

Input length is greater than the maximum characters
allowed.

Displays when a user tries to enter too many
characters in an input field.

Invalid community name

Displays when a user tries to set a community name
to an invalid value.
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Error message

Definition

Invalid host name or ip address

Displays when a user tries to set the SMTP host
name or IP address to an invalid value.

Invalid option

Displays when an invalid command option is entered.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as setting a
community name.

sol command errors

The following table lists error messages for the sol command.

Error message

Definition

-on and -off cannot both be used in the same
command.

Displays when a user tries to enable and disable SOL
in the same command.

An error occurred while disabling SOL globally

Displays when an internal error occurs while disabling
SOL globally.

An error occurred while disabling SOL on that blade

Displays when an internal error occurs while disabling
SOL on a blade server.

An error occurred while enabling SOL globally

Displays when an internal error occurs while enabling
SOL globally

An error occurred while enabling SOL on that blade

Displays when an internal error occurs while enabling
SOL on a blade server.

An error occurred while reading the SOL accumulate
timeout

Displays when an internal error occurs while reading
the SOL accumulate timeout.

An error occurred while reading the SOL retry count

Displays when an internal error occurs while reading
the SOL retry count.

An error occurred while reading the SOL retry interval

Displays when an internal error occurs while reading
the SOL retry interval.

An error occurred while reading the SOL send
threshold

Displays when an internal error occurs while reading
the SOL send threshold.

An error occurred while reading the SOL session
status on that blade

Displays when an internal error occurs while reading
the SOL session status on a blade server.

An error occurred while reading the global SOL status

Displays when an internal error occurs while reading
the global SOL status.
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Error message

Definition

An error occurred while reading the SOL VLAN ID

Displays when an internal error occurs while reading
the SOL VLAN ID.

An error occurred while setting the SOL accumulate
timeout

Displays when an internal error occurs while setting
the SOL accumulate timeout.

An error occurred while setting the SOL retry count

Displays when an internal error occurs while setting
the SOL retry count.

An error occurred while setting the SOL retry interval

Displays when an internal error occurs while setting
the SOL retry interval.

An error occurred while setting the SOL send
threshold

Displays when an internal error occurs while setting
the SOL send threshold.

Displays and changes must be done separately

Displays when a user tries to display a value and set
a different value in the same command.

Each option can only be used once per command.

Displays when a user enters the same option flag in a
single command multiple times. For example, sol -
i-i.

Invalid option

Displays when an invalid command option is entered.

Invalid parameter. The accumulate timeout must be
between 1 and 251 inclusive.

Displays when a user tries to enter a accumulate
timeout that is outside of the valid range.

Invalid parameter. The retry count must be between 0
and 7, inclusive.

Displays when a user tries to enter a retry count that
is outside of the valid range.

Invalid parameter. The send threshold must be
between 1 and 251 inclusive.

Displays when a user tries to enter a send threshold
that is outside of the valid range.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

Retry interval range is too large. Setting to 250.

Displays when a user tries to enter a retry interval
that is greater than 250 ms. If the user tries to enter a
retry interval greater than 250 ms, the retry interval
will be set to 250 ms.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as configuring
SOL parameters.
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telnetcfg command errors

Thefollowing table lists error messages for thet el net cf g command.

Error message

Definition

Each option can only be used once per command

Displays when a user enters the same option flag in a
single command multiple times. For example,
telnetcfg -t 100 -t.

Invalid option

Displays when an invalid command option is entered.

Invalid parameter. Input must be numeric.

Displays when a user tries to enter a Telnet timeout
value containing non-numeric characters. For
example,tel netcfg -t 200w

less than 604800.

Invalid parameter. The telnet timeout range must be

Displays when a user tries to enter a Telnet timeout
value that is greater than the maximum allowed value.

Invalid target path

Displays when a user tries to issue a command to a
target that is not valid.

Read/write command error.

Displays when an internal error occurs.

The target bay is out of range.

Displays when a user tries to issue a command to a
target that is out of range for that target. For example,
theenv -T system bl ade[ 15] command is out
of range because the SBCE unit has only 14 blade
bays.

User does not have the authority to issue this
command

Displays when a user lacks the authority level
necessary to run a command, such as configuring
Telnet.
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